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Abstract of the contribution: This contribution proposes updates to resolve open issues in KI#2 interim conclusions. 
Discussion 
There are several Editor’s Notes in the current interim conclusion for KI#2. In this paper we analyse them and propose a way forward.
Editor’s note 1:

Editor's Note: It is FFS whether the QUIC-based steering functionality will apply other IETF protocols, such as the MASQUE protocol defined in draft-ietf-masque-connect-udp [20] and the tunnel protocol defined in draft-piraux-quic-tunnel [9]. 

This editor’s note cannot be resolved by its own as it depends on whether there is any functionality provided by other IETF protocols that would benefit ATSSS. This will be discussed below in relation to other ENs. However, we observe that the draft-piraux-quic-tunnel is an individual Internet-Draft that does not have a WG home in IETF (in fact, there is currently no WG that could adapt this draft). Furthermore, that draft was discussed as a solution option for MASQUE when the MASQUE WG charter was created, but it was decided to use HTTP as a signalling protocol (as in draft-ietf-masque-connect-udp) instead of defining TLVs on top of QUIC (as in draft-piraux-quic-tunnel). Therefore, the future of draft-piraux-quic-tunnel in IETF is very unclear and we should avoid using it for ATSSS. 

Observation 1: draft-piraux-quic-tunnel is an individual IETF draft that was an alternative for MASQUE but is now unlikely to be adopted by any IETF WG. 

Editor’s note 2:

Editor’s Note: It is FFS how many MP-QUIC Connections are established between UE and UPF, e.g. in relation to traffic flows, QoS Flows and steering modes.
The different solutions in the TR propose MP-QUIC Connections per IP flow (Sol#7), per QoS Flow (Sol#14) or per QoS Flow and steering mode (Sol#6). 

-
MP-QUIC Connections per IP flow is proposed by Sol#7, but has the drawback that a large number of MP-QUIC Connections are created, and the possibility to multiplex traffic in a single MP-QUIC Connection is not utilized. Furthermore, it introduces an additional delay to the application when a new IP flow is started, and it may lead to an unbounded amount of state on UPF since it is difficult to know how many QUIC Connections will be needed. 

-
MP-QUIC Connections per QoS Flow is proposed by Sol#14 and is motivated by the fact that different QoS Flows should not be carried via a single MP-QUIC Connection, since the congestion control handling would be common for the whole connection. Furthermore, several PDUs can be carried in a single QUIC Packet. By using a separate MPQUIC connection for each QoS flow, we ensure that PDUs belonging to different QoS flows, which may require a different QoS treatment, are not multiplexed in the same QUIC packet. It also avoids the latency when new IP flows are started, since the QUIC Connection for the QoS Flow is already established.
-
MP-QUIC Connection per QoS Flow and steering mode is proposed by Sol#6. The per-QoS-Flow aspect is discussed above. The per-steering-mode aspect is based on the assumption that the scheduler of a MP-QUIC connection can apply only one steering mode. It is however not clear yet whether IETF will define MP-QUIC in such a way that it can only support a single scheduler, or whether multiple schedulers per MP-QUIC Connection can be supported. If multiple schedulers can be supported per MP-QUIC Connection, that would in our view be the preferred option as it reduces the number of QUIC Connections. Having many QUIC connections for the same QoS class may also have performance implications due to interference between congestion control loops.
Observation 2: For now, it is proposed to use one MP-QUIC Connection per QoS Flow. In case MP-QUIC in the end will be limited to a single scheduler per Connection, additional MP-QUIC Connections may be needed.  This needs to be discussed during normative phase, based on IETF progress of MP-QUIC.
Editor’s note 3:

Editor's Note: It is FFS how the overhead can be minimized. For example, additional headers could be removed at the transmitter and re-inserted at the receiver or they could be compressed.

With Sol#6, the whole PDU is tunnelled. There is thus an overhead associated with every packet due to the extra UDP/IP/QUIC headers. With Sol#7 and Sol#14, it is possible to carry only the payload and thus reduce the amount of overhead (see also TR 23.700-93, clause 7.2).
Observation 3: With the use of proxying as in Sol#7 and Sol#14, the overhead is minimized.

Editor’s note 4:

Editor's Note: Further details of the QUIC-based steering functionality are FFS and whether it can be supported in Rel-17 depends on IETF progress on the QUIC multipath extensions.

This EN cannot be resolved at this moment, but the work in 3GPP can continue to assume MP-QUIC inline with current interim conclusions. Whether the IETF progress will allow a MP-QUIC based solution to be supported in rel-17 needs to be determined during normative phase.  

Observation 4: IETF progress needs to be an open issue during normative phase.
Editor’s note 5:

Editor's Note: Whether the QUIC-based steering functionality can be applied to Ethernet MA PDU Sessions is FFS.
It is not obvious that there is a need for traffic splitting for Ethernet PDU Sessions. Furthermore, the QUIC based steering functionalities adds significant overhead with QUIC/UDP/IP headers. The use case is also not so clear, as an Ethernet device may not support IP-based user plane, or even an IP stack, and therefore it cannot be assumed that IP and QUIC support is available. Furthermore, ATSSS-LL is always available for Ethernet.  
Observation 5: Support for Ethernet PDU Sessions in the QUIC-based steering functionality is not required in rel-17. 
Editor’s note 6:

Editor’s Note: It is FFS whether and how double encryption of data packets can be avoided.

Double encryption can occur on several levels:

1. When QUIC between UE and UPF provides encryption, on top of access-level encryption e.g. between UE and gNB. 

2. When QUIC is used end-to-end between UE and some target server, and an additional QUIC layer between UE and UPF also provides encryption.

Currently there is no way to turn off encryption in QUIC, and IETF has provided a reply to SA2 that there is no plan to work on it either. Whether it is possible to define a 3GPP-specific tweak of QUIC in order to allow the encryption to be turned off, or use a NULL encryption scheme would require discussion in SA3. 

For the proxy-based solutions (Sol#7 and Sol#14) there is however a way to avoid the double encryption in case #2 above. The draft-pauly-masque-quic-proxy, proposed for the MASQUE WG, provides a solution where an e2e QUIC Connection (between UE and some target server) can be proxied in UPF without carrying it over a separate QUIC Connection between UE and UPF. This allows the e2e security association to be used, and there will only be a single QUIC header in the packet. 
Observation 6: With MASQUE, e2e QUIC traffic can be proxied by UPF without requiring double QUIC layers and double QUIC encryption. 

Editor’s note 1 again:

Therefore, coming back to the first EN, we conclude that there are several benefits with using MASQUE with ATSSS.
Observation 7: The ATSSS solution should use MASQUE protocol in order to reduce overhead and avoid double encryption. The MASQUE protocol can also be used for the UE-assisted steering mode notifications if PMF is not supported.
Proposal

.
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8.2
Interim Conclusions for KI#2: Additional Steering Functionalities

For the ATSSS steering functionality defined in Rel-17 shall be based on "Multipath QUIC" and shall apply the following principles:

1.
A QUIC-based steering functionality shall be specified, which shall use the QUIC protocol defined by IETF in draft-ietf-quic-transport [6], draft-ietf-quic-recovery [7], draft-ietf-quic-tls [18], draft-ietf-quic-invariants [25] and the following extensions:

(a)
the unreliable datagram extension, specified in draft-ietf-quic-datagram [8]; and 

(b)
the multipath extension, which will be specified by IETF (e.g. possibly based on the draft-deconinck-multipath-quic [10]).
(c) the MASQUE CONNECT-UDP method, specified in draft-ietf-masque-connect-udp.
Editor's Note: It is FFS whether the QUIC-based steering functionality will apply other IETF protocols defined for supporting proxying of IP traffic or proxying of QUIC traffic [X]. 

2.
The QUIC-based steering functionality shall be optional for the UE and the network. The UE shall indicate whether it supports QUIC-based steering functionality during the MA PDU Session establishment procedure.

3.
The QUIC-based steering functionality may be used in parallel with ATSSS-LL and MPTCP functionalities for a MA PDU Session.4.
The QUIC-based steering functionality shall be able to support traffic splitting per-packet and to measure the RTT and the packet loss rate per QoS flow by using the statistics exposed by the QUIC protocol. There is no need for the QUIC-based steering functionality to use the PMF protocol.

5.
The QUIC-based steering functionality shall be able to use the QUIC protocol to determine when an access becomes unavailable / available (e.g. it may use the QUIC liveness testing or a similar mechanism). 

NOTE 1: 
Although the PMF protocol is not required by the QUIC-based steering functionality, the PMF protocol could be required when the ATSSS-LL functionality is also applied. If the QUIC-based steering functionality is applied in parallel with ATSSS-LL, then it is possible to determine the access availability by using the PMF protocol.

6.
When the network decides to activate the QUIC-based steering functionality for an MA PDU Session, the network shall provide to UE:

a.
two IP addresses/prefixes called "link-specific multipath QUIC" addresses (one for each access); and

b.
the UPF IP address(es) and port(s), where the QUIC connections should be setup to.

7.
The QUIC-based steering functionality should introduce minimal overhead. This is achieved as described in draft-ietf-masque-connect-udp [19].

8. 
One MP-QUIC Connection per QoS Flow is established between UE and UPF.

9. 
In case of e2e QUIC applications, proxying of that QUIC Connection in the UPF, as described by draft-pauly-masque-quic-proxy [X], is possible, and avoids double QUIC layer / QUIC encryption between UE and UPF. 
Editor's Note: Further details of the QUIC proxying are FFS. How it can be used with MP-QUIC and whether it can be supported in Rel-17 depends on IETF progress.


Editor's Note: Further details of the QUIC-based steering functionality are FFS and whether it can be supported in Rel-17 depends on IETF progress on the QUIC multipath extensions. It is also FFS whether a single MP-QUIC connection will support multiple steering modes.
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